
                                  
                                                                     

                                                  

                                

Securing Your Critical Infrastructure 

with Orolia’s Resilient PNT Solutions





PASSIVE ANTI-JAM ANTENNA

• Attenuates signals below 30 degrees above the horizon 

where most interference comes from

• Drop in replacement for standard roof antenna

• Suitable for timing and stationary applications

AJ Antenna Standard Antenna



AJ ANTENNA: FIELD TEST DATA 



BROADSHIELD Embedded GPS Jamming 

and Spoofing Detection 

SoftwareDetects Jamming
• Continuous Wave (CW)

• Swept CW

• Pulsed CW

• AWGN 

• BPSK

Detects Spoofing
• GNSS simulators 

• Anomalies in the GPS data

• Jumps in position and time

• And everything in between

• Alerts when jamming and/or spoofing is 

detected 



STL ALTERNATIVE SIGNAL

• High power satellite-based technology that penetrates 

through buildings and obstructions (works indoors)

• Resilient to jammers

• Encrypted signal with a license key specific to each 

receiver is virtually impossible to spoof

• An alternative secure signal to complement GPS and 

other GNSS satellite signals. Makes each application more 

accurate, secure and less prone to interference and attack.

Signal strength 1000x stronger than GPS



PROFESSIONAL SERVICES: ENGINEERING & TESTING

Engineering Services 

• Timing network design & 

deployment 

• Advanced system architecture

• TSN-focused system design 

& deployment

Testing

• GPS interference testing

• Performance testing

Orolia’s team of seasoned Resilient PNT professionals help 

you plan, deploy and maintain products, solutions, 

networks and systems

Training 

• Operations/NOC team 

training

• Tailored product training 

Security and Audit 

Services

• PNT network security audit

• PNT cybersecurity audit 

• GPS spoofing and 

jamming vulnerability 

testing

• Timing system security 

optimization 



www.orolia.com


